

This Addendum ("**Addendum**”) is made as a supplement to the Application for KRUNGSRI Cash Management Service dated [●] (the “**Main Agreement**”) entered between [●] (the “**Applicant**”) and Bank of Ayudhya Public Company Limited (the “**Bank**”). Capitalized terms used in this Addendum, and not otherwise defined, shall have the meanings set forth in the Main Agreement.

1. Use of Single Sign-on Service
2. “**Single Sign-on Service**” refers to the service provided by the Bank under GCMS Plus Basic Agreement (“**GCMS Plus Basic Agreement**”) enabling the Applicant to access KRUNGSRI CashLink via COMSUITE (for the avoidance of doubt, “COMSUITE” referred in this Addendum means COMSUITE to be provided pursuant to the GCMS Plus Basic Agreement; hereinafter the same) to perform transactions or view information related to the Applicant’s Deposit Account using username, password or other credentials issued by the Bank (“**Access Code**”).
3. Notwithstanding any other provision in the Main Agreement, any access to KRUNGSRI CashLink via COMSUITE shall be governed by this Addendum.
4. Access to KRUNGSRI CashLink via COMSUITE must be made by using Access Code and in accordance with the authentication method prescribed in the GCMS Plus Basic Agreement and/or set forth by the Bank. If the Bank is unable to verify the Access Code, access may be denied. If verified, such access shall be deemed authorized and the Bank shall not be liable for any unauthorized use.
5. The right to access of the Applicant, system administrator and system user shall be subject to the Bank’s ’s approval of the registration forms or other documents submitted by the Applicant.
6. Any use of the Single Sign-on Service via Access Code shall be deemed authorized by the Applicant. The Bank may rely upon and act in accordance with any Instruction without any further verification and shall treat such Instruction as legally binding on the Applicant in all respects.
7. The Applicant shall be solely responsible for the safekeeping and control of the Access Code and one-time password tokens, and for complying with the authentication method set forth by the Bank.
8. Access to KRUNGSRI CashLink via COMSUITE may be unavailable from time to time due to system maintenance, system disruptions, or other circumstances beyond the Bank’s control.
9. Confidentiality

2.1 The Applicant acknowledges and agrees that the Bank may disclose information related to the Applicant to the Bank’s parent company, subsidiaries and group companies as deems necessary or appropriate for the purpose of providing the Single Sign-on Service.

2.2 Notwithstanding the termination of this Addendum, this Confidentiality clause shall survive the termination of this Addendum and remain in full force and effect.

1. Termination of Single Sign-on Service

The Applicant agrees that the Single Sign-on Service hereunder shall be terminated as follows:

* 1. Termination of GCMS Plus Basic Agreement or the Main Agreement;
	2. Termination of access to COMSUITE or KRUNGSRI CashLink by the Applicant, system administrator and/or system user;
	3. Notification by the Applicant to the Bank of its intention to terminate the Single Sign-on Service in accordance with the procedures and methods prescribed by the Bank; or
	4. Termination by the Bank upon providing the Applicant with at least thirty (30) days’ advance notice via the Bank’s appropriate communication channels.
1. Other Terms and Conditions
	1. The Bank, its parent company, subsidiaries and group companies shall not be liable for any damage incurred by the Applicant arising from the use of KRUNGSRI CashLink via the Single Sign-on Service.
	2. Notwithstanding the provision of clause 3 hereof, the Bank may, at its sole discretion, immediately, without providing any advance notice, suspend, terminate, restrict or block access to or use of the Single Sign-on Service or KRUNGSRI CashLink if the Bank reasonably suspects that the Applicant is involved in any unlawful activity, including but not limited to offenses under laws relating to anti-money laundering, terrorist financing, or breach of any applicable laws and regulations.
	3. The Applicant may request changes to authorizations related to the Single Sign-on Service by notifying the Bank using the methods prescribed by the Bank. Until the Bank completes the update process, it may consider the existing registration unchanged. The Bank shall not be liable to the Applicant in accordance with any existing authorization prior to completion of such update process caused by such changes, except in case of the Bank’s wilful misconduct or gross negligence.
	4. The Bank may amend or modify the terms and conditions of the Single Sign-on Service at any time by providing the Applicant with at least thirty (30) days’ advance notice via the Bank’s appropriate communication channels (e.g., a notice posted on the Bank’s website or in the Bank’s place of business or other communication channels). To the extent necessary for fraud prevention, or rectifying any default on payments, or breach of any agreements or terms and conditions with the Bank, the Bank may later provide the Applicant with a notice of such change or such course of action within a reasonable time. In case such amendment or modification results in the Applicant paying more expenses or bearing additional responsibilities, the Applicant acknowledges that the Applicant can terminate the Single Sign-on Service immediately by providing notice to the Bank.
	5. The Main Agreement shall remain in full force and effect. In the event of conflict between the Main Agreement and this Addendum, (i) this Addendum shall prevail for the sole purpose of use of the Single Sign-on Service and (ii) the Main Agreement shall prevail for the any other matters.

The Applicant has thoroughly read and understood the contents of this Addendum and agrees to be bound by and comply with terms and conditions set out herein in all respects.

Signed Applicant

 ( )

Date:

For more details about the Bank’s Privacy Notice, please visit [www.krungsri.com/pdpa/privacy-notice-en](https://protect.checkpoint.com/v2/___http%3A//www.krungsri.com/pdpa/privacy-notice-en___.YzJ1OmtydW5nc3JpOmM6bzowYzA0MTBmODc5MzExNjUwMDMwMzI1NjQ3ZmY3MmRkNDo2OjQ4Yjk6MzdkYmZkYjFlYjMxN2JlNjU2OTViNzIyODdkY2JiOWFkNjU2OTM4ZjU2YzJlZDYwNDE3NWQ0ZDdhNGE5YWUyMzpwOkY6Tg)